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Abstract: The purpose of this research is to describe the design of a digital system to create IOT-based customer loyalty. The application of IOT systems for the banking sector is inevitable as part of the widespread positive impact of communication and information technology. The method used in this research is to use literature review by reading a lot of previous research which is the basis for this research by reading a lot of research, the author will be able to better understand the ongoing research by reading a lot of books and journals of previous research, new problems will be found and can be used as future research. The result of this research is a proposed system that can be used as a reference for further research, and can be used as an applied system so that the existing system can be further developed and can be even better, the proposed system produces the latest system using IoT and is expected to produce a smart consumer loyalty system.
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Introduction

Internet of think (IoT) is a media that is used in various systems with the use of internet media (Dhar et al., 2022; Mishra & Tyagi, 2022), all data will be sent in real-time or directly and on time, with the use of internet media, everything can be monitored remotely, the use of internet media on smart consumer loyalty systems will be very helpful in supervision and enforcement by consumers, banks, authorities/police and government parties to create consumer comfort and security of a financial institution (Hui et al., 2021; Putra, 2019; Yu, 2021).

The smart loyalty system is a system used in consumer services that is connected by a medium, namely the internet (Ali et al., 2015; Choi et al., 2021), by connecting transportation with the internet, data from all consumer loyalty systems can be monitored remotely. In other words, in this system there will be interactions between consumers, IOT, smartphones, banking data bases, OJK, Police, Insurance and the goal of a system that is Satisfied, Safe, and Loyal consumers.

In today's digital era, customers have greater access to banking information and options. They have a wide choice to choose a bank that suits their needs (Raza et al., 2020). Therefore, banks must developed unique and attractive service innovations for customer, so as to increasing the value of the customer experience and influence their decision to remain loyal to the bank (Sun et al., 2020).

The customer's decisions to remain loyal to the bank greatly affects the bank's business continuity (Hawkins & Hoon, 2019). In the increasingly fielder competition, retaining existing customer is more efficient than finding new customer (Mayer et al., 2020; Strich et al., 2021). Theretofore, banks needed to understand the factors that influence customer decisions to remain loyal, including the role of bank service innovation in shaping customer perceptions and preferences (Purnama et al., 2021).

Method

The methods used in this research can be explained narratively and graphically (Yamaji et al., 2023) as described below. The explanation of the research method is carried out in a certain order according to the
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logic flow of the researcher in translating reality into something that is a proposed solution.

**Analysis of the actual situation and literature**

In the first stage of the research method using actual and factual situation analysis, as well as considerations based on literature. In this case, it will be possible to find the latest problems on the research topic raised this time, with the literature review method it will get something knowledge that can add insight for researchers (Purnama et al., 2021).

**Problem Identification**

In this second stage by finding a problem, the problem raised in this research is how to implement a smart consumer loyalty system with the IoT method and internet media, with this problem a smart system proposal will be created (Nižetić et al., 2020).

**Proposed IoT Architecture**

In this last section, the author conducts research based on data that has been collected through previous research studies, and researchers conduct research so that the reset can produce data and the data can be a proposal for a new system, which will be used in the future by conducting research. Then the problem raised can be solved and a solution can be found (Putra et al., 2020).

![Figure 1. Research Method Flow](image)

This research uses qualitative methods (Lee, 2020) by reading previous research, by exploring journals that conduct similar research and reading many books that discuss research like this, qualitative methods by also conducting discussions with various parties who understand this research.

---

**Result and Discussion**

In the results and discussion section, it will be discussed how this system is proposed and built, with pictures and explanations it is expected to clarify the proposed system that has been made. With pictures and explanations it is hoped that it will clarify the proposed system that has been made, therefore the proposed system will be explained as follows.

**IoT and Accessibility Ease of Used**

The internet of things in this system is a medium that connects the vehicle, and the system in the police database, with the connection between the vehicle and the database, the supervision and prosecution of the police will be easier and the vehicle can be monitored remotely. the police will be easier and vehicles can be monitored remotely.

![Figure 2. Design Of Consumer Loyalty Based IoT](image)

Mobile banks, such as mobile banking apps, mobile online banking, and intelligent ATMs, provide convenience and speed for customers to conduct banking transactions (Jebarajakirthy & Shankar, 2021). Customers can access bank services anytime and anywhere, without having to physically visit a branch office. The use of these technologies provides political added value to customers, reduces barriers in
transacting with banks, and improves efficiency in managing their finances.

Technology development continues, and banks are starting to use more sophisticated technologies to increase added value. For example, biological relations such as fingerprints or facial prints for automated transactions can enhance security and add value. The use of artificial intelligence technology in processing customer data can also improve analysis and decision-making, providing high efficiency and better streamlining for customers (Bharadiya, 2022; Yau et al., 2021). Technological developments continue, and banks no longer need to use technological innovations to enhance experience value (Grewal et al., 2020). For example, biological relations such as fingerprints or facial prints for automated transactions can enhance security and add value (Obaidat et al., 2019). The use of artificial intelligence technology in processing customer data can also improve analysis and decision-making, providing high efficiency and better streamlining for customers.

A system that successfully integrates multiple channels and platforms can provide a broader and more harmonized solution for customers. Customers can initiate intelligence through online channels, follow mobile banking applications, and conduct transactions through online channels, such as online banking services or through ATM machines. The golden integration belt across all customers' channels should have integrated connected and experience, such that they can easily execute their activities without having to start from scratch.

The internet of things in this system is a medium that connects consumers, and the system in the Police database (Blythe & Johnson, 2021; Chopra et al., 2019). With the connection between the vehicle and the database, the supervision and prosecution of the police will be easier and the vehicle can be monitored remotely. By connecting the customer and the internet (Greengard, 2021), the customer by smartphone will be able to interact with the banking and other institution, it is hoped that by interacting with the driver, the car will be able to provide advice if something unwanted happens (Murirathinam, 2020). The customer will be able to provide advice if something unwanted happens, and is expected to interact with others by providing information that occurs around it, for example an crime (Nicholls, 2020).

System Data Base

The use of the internet, the data will be sent to the database of the Police who use the Cloud system. With this database, it can be connected by authorized parties such as the police, fire department and the police, OJK, insurance, with the connection of these parties then, if something happens to the vehicle, it will be handled immediately, for example, an incident or criminal action.

IoT helps remotely connect and control CCTV cameras, smart alarm systems, vehicle telematics, and other monitoring technologies to ensure security of property and equipment (offices, ATMs, CIT vehicles, etc.) and send alerts in case of malicious activity (Badshah et al., 2019). IoT is also a driver of cybersecurity: wearable devices enable user authentication through fingerprints, retina scans, and face ID when customers make payments through mobile apps (Liang et al., 2020). Fraud detection. IoT coupled with AI-powered analytics helps identify fraud and hacker attacks by collecting and analyzing user account data. If suspicious activity is detected, users can be notified immediately, and their accounts - temporarily disabled. One-touch payment. Thanks to the integration of banking IoT solutions and wearables, users can make payments without using a credit or debit card directly. NFC-powered devices, such as smartphones and smartwatches, enable contactless payments for seamless financial transactions.

IoT offers a wide range of digitization benefits ranging from 360-degree customer views to enhanced financial security, fraud detection, advanced strategic insurance, and more. IoT-enabled advancements help banking and finance meet their clients' expectations and offer a better enterprise customer experience. If you want to expand your business capabilities with IoT, contact ScienceSoft: our experienced know how to make IoT work for you.

Insurance used of IoT. IoT devices monitor the state of insured objects and notify insurers of any abnormalities so that they can intervene and take appropriate measures to mitigate risks (Arumugam & Bhargavi, 2019). Insurers also utilize IoT-generated data to take a preventive approach and predict incidents. For example, insurers can detect asset failures and warn policyholders before damage occurs. This approach helps reduce the number of insurance claims as well as prevent insurance fraud. A more specific case above is usage-based insurance which is being actively adopted by car insurance providers around the world.

The combination of IoT and telematics (GPS tracking, in-car car diagnostics) helps insurance companies collect data on vehicle conditions and driver behavior to provide personalized insurance packages. For example, Progressive, a car insurance company, launched a telematics-based car insurance program called Snapshot. Tematics devices transmit personalized driving data to insurance providers, and safe driving behavior is rewarded with lower insurance rates.

Another interesting example is the analytics-focused Cold Cover by Parsyl Inc., a cargo insurance...
suite for perishable goods that uses IoT sensors and data analytics to track shipments in real time, monitor temperature fluctuations in containers, assess risk, and send alarms in the event of temperature violations and spoilage at any point in the supply chain. With visibility and advanced analytics, Parsyl can investigate claims and make payments to shippers within 72 hours.

IoT-enabled communication from client payment systems and CPA software ensures fast and secure data exchange and facilitates automation of routine bookkeeping processes such as data entry, reconciliation, billing, etc. With IoT, accountants can track financial data in real-time and gain accurate insights into company operations to better perform advisory functions (Chu & Yong, 2021). IoT also makes a difference in audits by increasing transparency and automation: CPAs can monitor transactions and control audit trails on the fly to quickly reveal data inconsistencies and prevent fraud.

Conclusion

The use of internet media or IoT is the right media that can be used in intelligent transportation systems. intelligent transportation system, with internet media, data will be sent directly for up to date data, with internet media, all supervision and enforcement can be done remotely, and with internet media all systems can be controlled. The future reset is to combine the intelligent transportation system with other systems. by still using the internet media, with the internet media there will be many systems that are connected and can be monitored by one door. In closing, it can be concluded that bank service innovation has a significant role in influencing customer experience value and customer loyalty decisions. By continuously innovating and adapting relevant technologies, banks can improve service quality, provide a positive customer experience, and fulfill customer expectations and needs. Positive customer experience value through bank service innovation creates customer satisfaction, builds trust, and strengthens the emotional bond between customers and banks. Customers' decision to remain loyal is based on their perceptions of service quality, ease of use, personalization, and the bank's responsiveness to customer needs. Customer loyalty decisions are also influenced by factors such as trust and emotional ties with the bank.
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